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 All these Powerpoint Slides contain copyright material. The copyright in the 
lecture as a whole rests with the instructor. In many cases the copyright in 
the material within the lecture belongs to the instructor. In other cases it 
belongs to the University. In some cases the slides contain material the 
copyright of which belongs to other individuals, institutions, or 
entities. Where this is the case this material is used under one of the 
exemptions of the Canadian Copyright Act (https://laws-
lois.justice.gc.ca/eng/acts/C-42/index.html (Links to an external site.)), such 
as, but not limited to, Fair Dealing (Sections 29, 29.1 and 29.2), and 
Education Exemptions (Sections 30.04, 29.4(1), 29.4(2), 29.5, 29.6, and 
29.7). Where material is used under such exemptions as Copyright Act 
Sections 29.1 and 29.2 the source of the work and the author are clearly 
stated on the relevant slides.

 Provision of access to these Powerpoint Slides themselves is done under the 
exemption granted in Section 30.01 (Communication by 
Telecommunication). This exemption requires that you delete these slides 
within 30 days of the end of the course.

https://laws-lois.justice.gc.ca/eng/acts/C-42/index.html
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OVERVIEW OF 
THE CLASS

Welcome and Introduction

Who am I

Overview of the day
 Lectures in Morning
 Interactive Activities & Experimentation in Afternoon

Timetable & What we will cover
 09:00 – 10:30 Digital Resources, Preservation, and Forensics
 10:30 – 11:00 Break
 11:00 – 12:30 Explore Digital Materials
 12:30 – 14:00 Lunch
 14:00 – 15:30 Web Archiving and Web Archives
 15:30 – 16:00 Break
 16:00 – 17:00 Story-telling with Web Archives
 17:00 – 17:30 Discussion
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PRESERVATION ---

Without preservation, vast amounts of data are at risk of being lost 
or simply disappearing as platforms evolve or change, potentially 
depriving historians and researchers of important sources of 
information and distinct perspectives.

Preserving content not merely a technical issue of archiving

We have an ethical responsibility of safeguarding tangible cultural 
heritage of the digital era.

Access is hugely technically challenging – and we are just coming to 
terms with that.

So we will talk about preservation and then ago digital forensics.
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https://casetext.com/case/williams-v-sprintunited-management-company-12



SCHOLARS ARE INTERESTED IN RECORDS
AND THEIR EVIDENTIARY AND INFORMATIONAL VALUES

 International Council of Archives (ICA), a record is any “recorded 
information produced or received in the initiation, conduct or 
completion of an institutional or individual activity and that 
comprises content, context and structure sufficient to provide 
evidence of the activity.”

 Records have: Structure, Content, Pragmatics (e.g. 
Context, function, process)

 Records have: Evidentiary and Informational Value
 Historical Value for instance

https://www.ica.org/
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Sharon Ringel and Angela 
Woodall, 2019 (March 28), A 
Public Record at Risk: The Dire 
State of News Archiving in the 
Digital Age, 
https://www.cjr.org/tow_cente
r_reports/the-dire-state-of-
news-archiving-in-the-digital-
age.php



HOW IS THE DIGITAL RESHAPING 
ARCHIVES

https://www.theguardian.com/politics/20
21/aug/04/covid-contracts-minister-lord-
bethell-replaced-phone-before-it-could-
be-searched

https://www.theguardian.com/polit
ics/2021/jun/13/uk-government-
admits-ministers-can-use-self-
deleting-messages
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https://www.theguardian.com/world/2022/jun/2
9/european-commission-defiant-over-von-der-
leyens-pfizer-texts

https://www.politico.eu/article/eu-watchdog-european-
ombudsman-emily-oreilly-failure-to-find-vdl-pfizer-texts-is-
wake-up-call/

https://www.ombudsman.europa.eu/en/press-release/en/158303

https://www.ombudsman.europa.eu/en/d
ecision/en/158295
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https://www.theguardian.com/commentisfree/20
23/mar/01/matt-hancock-whatsapp-messages-
telegraph-covid-pandemic

https://www.bbc.com/news/uk-politics-
65770586
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https://www.npr.org/2022/0
7/16/1111857502/jan-6-
panel-subpoenas-secret-
service-erased-texts

https://www.documentcloud.org/documents
/22087607-dhs-oig-letter-to-hsgac-chs-
071322

https://www.npr.org/2022/07/19/1
112288183/secret-service-deleted-
texts-national-archives-letter
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RECORDS FOR PRESERVATION

Archives increasingly acquire records in digital form:
• Email
• Databases
• Documents
• Images
• Audio recordings
• Sensor data
• Social Media  (e.g., Twitter, Youtube, Facebook, Instagram)
• Games
• Software
• Algorithms



SALMAN RUSHDIE FINDING AID

https://findingaids.library.emory.edu/documents/rushdie1000/
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Visit:  https://findingaids.library.emory.edu/documents/rushdie1000/





PUNCH CARD READER IN ACTION
HTTPS://WWW.YOUTUBE.COM/WATCH?V=YLKBYMKP6P0

1964 IBM 029 Keypunch Card Punching Demonstration, 
https://www.youtube.com/watch?v=YnnGbcM-H8c

Computer Punch Cards - Historical Overview - (4 Oct 2015), 
https://www.youtube.com/watch?v=YXE6HjN8heg

Retrieved 25 Nov 2019

https://www.youtube.com/watch?v=YnnGbcM-H8c
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European Data Portal, File Formats (2020)
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DIGITAL CONTENT AND 
ECONOMIC VALUE

Digital technologies such as social media, sensors, digital imagery, 
monitoring devices, business processes are creating a tidal wave of 
digital materials to be ingested much of which has archival and also 

commercial potential and some of which needs to be curated by memory 
institutions—new technologies, processes, and cultural attitudes are 

needed to make these options possible.

These digital materials are creating vast resources which 
have near term economic value and longer term social, 

cultural and longitudinal economic potential.
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DIGITAL CURATION AND RESILIENCE
“[d]igital curation […] is about maintaining, and  adding value to, 
a trusted body of digital information for current and future use” 
by adopting a lifecycle approach  [22] and by foregrounding the 
need for “subject description and linkage to discipline-based 
ontologies […] descriptive information that allows re-analysis of 
datasets of scientific, scholarly significance,” and other as a 
prerequisite to ensuring future “fitness for purpose”.
 Our goal is to rollout data management methods and 

infrastructure that will impart resilience to digital objects in the 
face of changing technologies. 

From Panos Constantopoulos and Costis Dallas, ”Aspects of a digital curation agendafor cultural heritage” 
http://www.academia.edu/931035/Aspects_of_a_Digital_Curation_Agenda_for_Cultural_Heritage

[22] is M. Pennock, "`Digital curation: a life-cycle approach to managing and preserving usable digital information," Library and Archives 
Journal, vol. 1, January 2007 2007. [Online] Available: http://www.ukoln.ac.uk/ukoln/staff/m.pennock/publications/docs/lib- arch_curation.pdf
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EXPECTATIONS FOR DIGITAL CURATION

Protection and conservation of cultural memory

Global access to data & knowledge derived from data

Preservation accountability

Reduction of costs (e.g. info reuse)

Scalable approaches

Foundation for the knowledge and creative economy

Applicability across diverse media and dynamic objects
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Digital Curation Communication

WePreserve (DigitalPreservationEurope), 2009, Digital Preservation and Nuclear Disaster: 
An Animation, https://www.youtube.com/watch?v=pbBa6Oam7-w



© Seamus Ross, FI at UofT, Lecture Notes: Accessing Historic Media (16 Jun 23) 23

SO WHAT WE KNOW IS THAT

• Some technological. 
• Some social. 
• Some organisational. 
• And some cultural. 

Long term access to 
digital materials is 

not inherently 
guaranteed, it is 

prone to risks

• Risk Identification
• Risk Management

Actual risks can be 
assessed and 

measured—actual 
risks can be 
managed.
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Historic Media on Display at the Launch of the UK Digital Curation Centre (DCC), November 04
http://www.dcc.ac.uk



DIGITAL OBJECTS LACK INHERENT RESILIENCE

Inaccessibility of digital object
 Object becomes lost
 Degradation of storage medium means content can not 

be read.
 Technological obsolescence

Syntactical interpretation or 
representation failures
Semantic opaqueness
 Lack of contextual information (e.g. suitable metadata)
 Loss of Process & dynamic nature

Legal impediments
Organisation and staff management
 Lack of organisational will – visible benefits
 Decentralised and node-based organisation

©
 H

A
TII U

ofG
lasgow

, 2005

Historic Media on Display at the Launch of 
the UK Digital Curation Centre (DCC), 
November 04
http://www.dcc.ac.uk



OBSTACLES TO ACCESSING SURVIVING DIGITAL RESOURCES

Loss of 
functionality 

of access 
devices (e.g. 

lack of drivers 
or interface 
functionality)

Media 
degradation 
(e.g. temp & 
hum, disaster, 
manufacturer 

defects)

Loss of 
manipulation 
capabilities 

(e.g 
hardware, 
software, 

applications)

Loss of 
presentation 
capabilities

Weak links in 
creation chain 

(capture, 
manipulation, 

storage, 
dissemination)
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28

THE CHALLENGER DISASTER

Images © NASA & IBM



EARLY COMPUTERS (STOCK FOOTAGE / ARCHIVAL FOOTAGE), (26 MAY 2011), 
HTTPS://WWW.YOUTUBE.COM/WATCH?V=R9LNJOA8WQ8
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https://www.branah.com/ascii-converter
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HIGH-LEVEL PRESERVATION VIEW

Bit Stream
• (01100101101010010)

Information Content
• (e.g. images, sounds, 

text)

Context of 
Information
• (e.g. information 

architecture, linkages, 
interrelatedness)

Experience
• (e.g., speed, layout, 

quality of display 
device, input device 
characteristics)
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KEEP IN MIND…..PERFORMANCE

Multi-layered performance and semantic intelligibility any many 
different layers
A relationship between the user of an object and the object itself 
which is “brokered by software and hardware” (NAA, 2002)
 Example

 Data represented as magnetic charges on media

 Interpreted as 1’s and 0’s and presented as a sequence which to the Operating System 
appears as a file.

 File presented to application which performs it.

 Performance is nuanced and dependent upon a variety of 
successful performances
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EXAMPLE PERFORMANCE

G. Knight, and L. Montague,  2009, “ InSPECT: Final 
Report”,http://www.significantproperties.org.uk/inspect-finalreport.pdf, p.27

http://www.significantproperties.org.uk/inspect-finalreport.pdf
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DIGITAL ENTITIES HAVE..

Syntax Semantics Pragmatics
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Abstraction and Modelling 
provides a mechanism to 
improve understanding and 
communication
• Planets Project – Preservation Model
• OAIS Digital Preservation Model
• DCC UK: Digital Curation Lifecycle 

Model
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© SEAMUS ROSS (ISCHOOL  AT UTORONTO) 

ACA@UBC CONFERENCE 2011 36

OAIS Model & Example

Image from -- Reference Model for an Open 
Archival Information System 
(OAIS) – CCSDS,2002, 
http://www.ccsds.org/documents/650x0b1.pdf

http://www.ccsds.org/documents/650x0b1.pdf
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© SEAMUS ROSS (ISCHOOL  AT UTORONTO) 

ACA@UBC CONFERENCE 2011  37
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Digital Curation Lifecycle: DCC UK

https://www.dcc.ac.uk/guidance/curation-lifecycle-model
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https://www.dcc.ac.uk/guidance/curation-lifecycle-
model
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https://www.dcc.ac.uk/guidance/curation-lifecycle-
model
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https://coptr.digipres.org/index.php/Tool_Functions

Digital Curation/Preservation Tools
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https://coptr.digipres.org/index.php/Tool_Functions

Digital Curation/Preservation Tools
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HTTP://WWW.DATA-AUDIT.EU/INDEX.HTML

Knowing What Data you have



Conducting a Data Audit

HTTP://WWW.DATA-AUDIT.EU/INDEX.HTML
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How do we know that our data and other digital assets are 
secure and can be returned as authentic entities?

Repository 
Trust

How is it 
established?

How is it 
maintained?

How is it 
secured?

What 
happens when 

it is lost?

How can it be 
verified?
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Linking Risk and Trust

Are repositories capable of:
• identifying and prioritising the risks 

that impede their activities?
• managing the risks to mitigate the 

likelihood of their occurrence?
• establishing effective contingencies 

to alleviate the effects of the risks 
that occur?

If so, then they are likely to 
engender a trustworthy 

status – if they can 
demonstrate these 

capabilities
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STARTING POINT FOR VALIDATING TRUST

Independent measuring of repositories, including 
archives, capability to do their job is essential to 
users
Taken as axiomatic that audit is a mechanism for 
establishing the trustworthiness of a repository
We seek to develop the debate on the evidence 
required for objective and transparent assessment 
of the effectiveness of digital archives/repositories
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DIPLOMATIC PRINCIPLES

Who? Who were the Actors? (Quis?)

What? (Quid?)

In what manner? form, formulae, style (Quomodo?)

What support, aid or help? (e.g. drafting, engrossing, and 
ratification) (Quibus Auxiliis?)

Why? What is its purpose? (Cur?)

Where? (UBI?)

When? (Quando?)

L.E. Boyle, ‘Diplomatics,’ in J.M. Powell (ed.), Medieval Studies: An Introduction, (Syracuse, NY: Syracuse University 
Press, 1976), 69‐101 

Left image from De Re 
Diplomatica (1681), Titre de 
1681, bibliothèque Carnegie 
(Reims)
https://upload.wikimedia.org
/wikipedia/commons/thumb/
4/43/De_re_diplomatica_17
765.jpg/800px-
De_re_diplomatica_17765.jp
g

https://upload.wikimedia.org/wikipedia/commons/thumb/4/43/De_re_diplomatica_17765.jpg/800px-De_re_diplomatica_17765.jpg
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CONCEPTS OF DIPLOMATICS (SEE BOYLE) ALSO BECOMES

A tool to read the digital archive itself
What was the motivation?
What was the intended purpose?

Appraisal, Arrangement, and Description are 
all subject to analysis:
who, what, in what manner (e.g. what standards, how), with 
what support, aid or help, why (e.g. what purpose), where, 
and when
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Duranti, Luciana. 2009, “From Digital Diplomatics to 
Digital Records Forensics.” Archivaria, vol. 68, no. 68, 
2009, pp. 39–66 and p 19
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Duranti, Luciana. 2009, “From Digital Diplomatics to Digital Records 
Forensics.” Archivaria, vol. 68, no. 68, 2009, p., 27
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Global Guidelines for Digital Forensics Laboratories
file:///C:/Users/Administrator/Downloads/INTERPOL_DFL_GlobalGuidelinesDigitalForens
ics.pdf, p 52



DIGITAL FORENSICS

Digital forensics is the process of 
“collecting, analyzing, and preserving 
digital data for the purpose of 
identifying, detecting, and preventing 
cybercrime.”
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DIGITAL FORENSICS IN THE ARCHIVE

• digital forensics can help ensure the authenticity and integrity of 
the data being examined.

• digital archives may contain large amounts of data that can be 
difficult to sort through and verify without the tools and techniques 
used in digital forensics.

• digital forensics can also help researchers identify gaps or 
discrepancies in the data that may be indicative of tampering or 
other types of manipulation.

• By using digital forensics to validate the data in digital archives, 
researchers can rely on the information with greater confidence 
and trust that the data represents what it claims to represent.

• digital forensics can also help preserve the digital archives 
themselves, ensuring that the data remains accessible and usable 
for future research projects.
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CORE DIGITAL FORENSIC TOOLS
1.EnCase Forensic: a widely used commercial digital forensics tool. It provides comprehensive features for acquiring, analyzing, and 

reporting on evidence from a variety of digital sources, including computers, mobile devices, and network storage.

2.AccessData Forensic Toolkit (FTK): FTK is another popular commercial tool used for digital forensics investigations. It offers advanced 
capabilities for acquiring, processing, and examining digital evidence from diverse sources, including disk images, email archives, and 
databases.

3.Autopsy: Autopsy is an open-source digital forensics platform widely used by both professionals and enthusiasts. It provides a user-
friendly interface and features for analyzing disk images, file system metadata, and extracting artifacts such as deleted files,
internet history, and email data.

4.Volatility: Volatility is an open-source memory forensics framework. It allows forensic investigators to extract and analyze volatile 
memory (RAM) from a running system. This tool is useful for detecting and investigating advanced malware, examining network 
connections, and recovering encryption keys.

5.Wireshark: Wireshark is a powerful open-source network protocol analyzer. It captures and analyzes network traffic, allowing 
investigators to examine network communications, identify suspicious activities, and uncover evidence related to cyberattacks or
unauthorized access.

6.Cellebrite UFED: Cellebrite UFED is a commercial tool widely used in mobile device forensics. It supports the extraction and analysis 
of data from a broad range of mobile devices, including smartphones, tablets, and GPS units. It can recover deleted data, extract 
call logs, messages, and app data, and perform advanced searches.

7.X-Ways Forensics: X-Ways Forensics is a comprehensive and efficient commercial forensic tool. It offers features for acquiring, 
analyzing, and reporting on digital evidence. It can handle large datasets, has advanced searching capabilities, and supports a wide 
range of file systems and storage media.

8.Oxygen Forensic Detective: Oxygen Forensic Detective is a commercial tool designed for mobile device forensics. It provides 
powerful capabilities for extracting, analyzing, and visualizing data from smartphones, tablets, and cloud services. It supports
multiple mobile operating systems and includes advanced features for decoding app data, analyzing social media activities, and 
recovering deleted data.
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WHAT KIND OF TOOLS DO 
Acquisition and preservation of entire hard drives or individual digital media, ensuring the 
integrity and authenticity of the original content.

Need tools to understand the organization and context of digital materials.

Need to know the types of files present within a digital collection, which is crucial for 
preservation planning and ensuring long-term access to the content.

Need to be able to extract metadata as it aids in the organization, management, and 
documentation of digital materials.

Need to identify and redact sensitive data: email addresses, credit card numbers, and other 
personally identifiable information (PII).

Tools are needed to manage the chain of custody, recording findings, and generating reports 
for investigative or archival purposes.

Needed to support digital objects to preservation repositories, ensuring that born-digital 
materials are appropriately managed for long-term access and integrity.



© Seamus Ross, FI at UofT, Lecture Notes: Accessing Historic Media (16 Jun 23) 58

BITCURATOR

BitCurator is a digital forensics software environment specifically 
designed for the curation and analysis of born-digital materials in 
libraries, archives, and museums. It provides a set of integrated 
open-source tools and workflows to aid in the management and 
preservation of digital assets. 

BitCurator provides a user-friendly interface and a range of 
automated and manual tools that are specifically tailored for the 
needs of digital archivists, librarians, and curators. It enables the 
processing, management, and preservation of digital materials, 
while also facilitating the investigation and analysis of digital 
artifacts for forensic purposes.
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https://blogs.loc.gov/thesignal/2013/12/bitcurators-open-source-approach-an-
interview-with-cal-lee/
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https://github.com/BitCurator/bitcurator-access/wiki
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https://github.com/BitCurator/bitcurator-access-webtools
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https://github.com/BitCurator
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BITCURATOR
1. Disk Imaging: BitCurator supports the creation of forensic disk images. 

2. File System Analysis: The software enables the exploration and analysis of file 
systems, providing detailed information about file attributes, metadata, and directory 
structures. 

3. File Format Identification: BitCurator includes tools for identifying and validating file 
formats. 

4. Metadata Extraction: The software allows for the extraction of metadata from digital 
files, including technical metadata such as file size, creation dates, and checksums. 

5. Bulk Extractor: BitCurator incorporates Bulk Extractor, a tool used for scanning and 
extracting specific types of information from large volumes of digital data. 

6. Reporting and Documentation: BitCurator offers reporting capabilities to document 
and record the analysis and preservation activities performed on digital materials. 

7. Integration with Digital Preservation Systems: BitCurator is designed to work in 
conjunction with digital preservation systems and workflows. 
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https://blogs.loc.gov/thesignal/2013/12/bitcur
ators-open-source-approach-an-interview-with-
cal-lee/
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https://bitcuratorconsortium.org/

https://bitcuratorconsortium.org/resources/
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https://bitcuratorconsortium.org/ossarcflow/

https://educopia.org/ossarcflow/

https://educopia.org/wp-
content/uploads/2020/06/O
SSArcFlow_Guide_FINAL-
1.pdf
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https://educopia.org/wp-content/uploads/2020/06/OSSArcFlow_Guide_FINAL-1.pdf
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Gengenbach, M., Chassanoff, A., & 
Olsen, P. 2012. Integrating digital 
forensics into born-digital workflows: 
The BitCurator project. American Society 
for Information Science and Technology. 
Meeting. Proceedings of the ... ASIST 
Annual Meeting, 49(1), 1–4. 
https://doi.org/10.1002/meet.145049
01343

https://doi.org/10.1002/meet.14504901343
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STEPS IN DIGITAL FORENSICS (PART 1)

Identification and Planning:
Determine the scope and objectives of the investigation.
Identify the digital devices or storage media to be examined.
Assess the resources, tools, and expertise required for the investigation.

Acquisition:
Safely acquire a forensic image or a copy of the original digital media.
Use specialized tools to ensure the integrity and authenticity of the acquired data.
Document the acquisition process, including relevant metadata and timestamps.

Preservation:
Take measures to ensure the preservation and protection of the acquired data.
Use write-blocking techniques to prevent accidental modification of the evidence.
Store the acquired data in a secure and controlled environment.
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STEPS IN DIGITAL FORENSICS (PART 2)
Examination and Analysis:

Analyze the acquired data to identify relevant files, folders, and artifacts.
Use forensic tools and techniques to recover deleted or hidden data.
Perform keyword searches, hash analysis, metadata examination, and timeline analysis.
Identify and extract potential evidence, such as documents, emails, chat logs, images, 

etc.

Reconstruction and Interpretation:
Reconstruct the sequence of events and activities related to the case.
Analyze the recovered evidence in the context of the investigation.
Interpret the findings and draw conclusions based on the available evidence.

Reporting:
Document the entire investigation process, including the steps taken and the tools 

used.
Prepare a detailed report that presents the findings, analysis, and interpretations.
Include relevant information such as metadata, timestamps, and file hashes.
Ensure that the report is clear, concise, and suitable for legal proceedings if necessary.
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STEPS IN DIGITAL FORENSICS (PART 3)

• Presentation and Testimony:
• Present the findings and conclusions to relevant stakeholders, 

such as investigators, legal teams, or courts
• Provide expert testimony if required, explaining the 

methodology, analysis process, and findings.

• Archiving and Retention:
• Safely archive and retain the acquired evidence, ensuring its 

integrity and availability for future reference.
• Follow established guidelines and legal requirements for 

evidence retention.
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National Archives of Ireland Reading Room
(c) National Archives of Ireland.

The Central Reading Room in the Archives and Library Building, Yad 
Vashem Archives © Yad Vashem

Vatican Apostolic Archives, © 
https://www.vaticannews.va/en/vatican-city/news/2021-
03/papal-archives-vatican-open-world-sergio-pagano.html
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https://www.concordia.ca/offices/archives/digit
al-preservation-bitcurator.html
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Global Guidelines for Digital Forensics Laboratories
file:///C:/Users/Administrator/Downloads/INTERPOL_DFL_GlobalGuidelin
esDigitalForensics.pdf
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Global Guidelines for Digital Forensics Laboratories
file:///C:/Users/Administrator/Downloads/INTERPOL_DFL_GlobalGuidelin
esDigitalForensics.pdf, p 25 and p 30
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Global Guidelines for Digital Forensics Laboratoriesp 32 and p 33
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Global Guidelines for Digital Forensics Laboratories
file:///C:/Users/Administrator/Downloads/INTERPOL_DFL_GlobalGuidelinesDigitalForensics.pdf, p 70

Bit Stream
• (01100101101010010)
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Interpol, 2021, Guidelines for Digital Forensics First Responders: Best practices for search and 
seizure of electronic and digital evidence,
file:///C:/Users/Administrator/Downloads/Guidelines_to_Digital_Forensics_First_Responder
s_V7.pdf
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Interpol, 2021, Guidelines for Digital Forensics First Responders: Best practices for search and 
seizure of electronic and digital evidence,
file:///C:/Users/Administrator/Downloads/Guidelines_to_Digital_Forensics_First_Responder
s_V7.pdf



Matthew G. Kirschenbaum, Richard Ovenden, and, Gabriela Redwine, 2010, pp., 63-63

Develop policy frameworks and best-practice 
agreements for donor relations, liability, workflows, and 
researcher access

Develop regional networks for collaboration
Define requirements for and develop new tools
Aid in articulating a scholarly research agenda
Collect more stories and case studies
Facilitate training
Encourage cross-publication of research literature and 

crosspromotion of professional events
Pursue terminology mapping

NEXT STEPS



Matthew G. Kirschenbaum, Richard Ovenden, and, Gabriela Redwine, 2010,  p 65
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Michelle Caswell and Marika Cifor, 2016, “From Human Rights to Feminist Ethics: Radical Empathy in the 
Archives,” Archivaria 81 (Spring), pp., 23-‐43.
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AFFECTIVE RESPONSIBILITY, THE RELATIONSHIP: 

“between the archivist and record creator”  --
“acknowledge ethical bond, but also hinges an ethical 
orientation on it” (ibid., 33)
“between archivist and the subject of the records” –
“responsibility to those about whom the records are 
created” (ibid., 36)
“between the archivist and the user” – “sometimes 
allowing for affect can be as simple as giving the user 
space and time to feel” (ibid., 37-38)
“between the archivist and the larger community” – “to 
the future” (ibid., 39-41).



THE EXERCISES – PURPOSE AND GOALS



USEFUL RESOURCES

Matthew G. Kirschenbaum, Richard Ovenden, and, Gabriela Redwine, 2010, 
Digital Forensics and Born-Digital Content in Cultural Heritage Collections, Council 
on Library and Information Resources, Washington, D.C., 
https://www.clir.org/pubs/reports/pub149/

Global Guidelines for Digital Forensics Laboratories
file:///C:/Users/Administrator/Downloads/INTERPOL_DFL_GlobalGuidelinesDigit
alForensics.pdf

Interpol, 2021, Guidelines for Digital Forensics First Responders: Best practices for 
search and seizure of electronic and digital evidence,
file:///C:/Users/Administrator/Downloads/Guidelines_to_Digital_Forensics_First_R
esponders_V7.pdf


	Diapositiva numero 1
	Diapositiva numero 2
	Overview of the class
	Preservation --- 
	Diapositiva numero 5
	Scholars are interested in Records�and their evidentiary and informational values
	Diapositiva numero 7
	How is the Digital Reshaping Archives
	Diapositiva numero 9
	Diapositiva numero 10
	Diapositiva numero 11
	Records for Preservation
	Salman Rushdie Finding Aid
	Diapositiva numero 14
	Diapositiva numero 15
	Punch Card Reader in Action�https://www.youtube.com/watch?v=yLkbYmkp6P0
	Diapositiva numero 17
	Diapositiva numero 18
	Digital Content and Economic Value
	Digital Curation and Resilience
	Expectations for Digital Curation
	Diapositiva numero 22
	So what we know is that
	Diapositiva numero 24
	Digital Objects lack inherent Resilience
	Obstacles to accessing surviving digital resources
	Diapositiva numero 27
	The Challenger Disaster
	Early Computers (stock footage / archival footage), (26 May 2011), �https://www.youtube.com/watch?v=R9lnJOa8wq8
	Diapositiva numero 30
	High-level Preservation View
	Keep in mind…..Performance
	Example Performance
	Digital Entities have..
	Diapositiva numero 35
	Diapositiva numero 36
	Diapositiva numero 37
	Diapositiva numero 38
	Diapositiva numero 39
	Diapositiva numero 40
	Diapositiva numero 41
	Diapositiva numero 42
	http://www.data-audit.eu/index.html
	http://www.data-audit.eu/index.html
	Diapositiva numero 45
	Diapositiva numero 46
	Starting Point for Validating Trust
	Diapositiva numero 48
	Diplomatic Principles	
	Concepts of Diplomatics (see Boyle) also becomes
	Diapositiva numero 51
	Diapositiva numero 52
	Diapositiva numero 53
	Digital Forensics
	Digital Forensics in the Archive
	Core Digital Forensic Tools
	What kind of Tools do 
	Bitcurator
	Diapositiva numero 59
	Diapositiva numero 60
	Diapositiva numero 61
	Diapositiva numero 62
	Bitcurator
	Diapositiva numero 64
	Diapositiva numero 65
	Diapositiva numero 66
	Diapositiva numero 67
	Diapositiva numero 68
	Diapositiva numero 69
	STEPS in Digital Forensics (Part 1)
	STEPS in Digital Forensics (Part 2)
	STEPS in Digital Forensics (Part 3)
	Diapositiva numero 73
	Diapositiva numero 74
	Diapositiva numero 75
	Diapositiva numero 76
	Diapositiva numero 77
	Diapositiva numero 78
	Diapositiva numero 79
	Diapositiva numero 80
	Next Steps
	Diapositiva numero 82
	Diapositiva numero 83
	Affective Responsibility, The relationship: 
	The Exercises – Purpose and Goals
	Useful Resources

